
Photography Policy
Introduction
It's important to us that our students feel happy with their performances and have photographs and films of their special moments. Family and friends also want to be able to share the successes of their children when they have been part of an MYT event. However, it's also important to be aware of child protection and safeguarding issues when people might be taking photos or filming. Risks include:
· children at risk may be identifiable when a photograph is shared with personal information

· direct and indirect risks to children and young people when photographs are shared on websites and in publications with personal information

· inappropriate photographs or recorded images of children

· inappropriate use, adaptation or copying of images

Rules regarding photography
· We will not use children’s names in photograph captions with the exception of performance programmes.

· We will use a parental permission form to obtain consent for a child to be photographed and/or recorded. A photograph or image of a child or young person will not be published without consent.
· We will only use images of children in suitable clothing to reduce the risk of inappropriate use.
· We will not show children’s names next to photographs or videos on our website

Additionally, professional photographers or members of the press who are invited to a performance will be made clear of MYT’s expectations of them in relation to child protection and photography. Individuals and organisations commissioned by us or working in partnership with us may not use photographs or videos without our consent.
Enforcing the rules

MYT will take reasonable steps to ensure that students, parents, carers, family members and others understand the policy. This includes, but is not limited to, prohibiting photography during performances, asking parents not to share photos on social media, and restricting the use of mobile phones backstage during performances.
Storage

Images or video recordings of students must be stored securely. Hard copies of images should be kept in a locked drawer and electronic images should be in a protected folder with restricted access. Images should not be stored on unencrypted portable equipment such as laptops, memory sticks or mobile phones.

